
Podvody na senioroch
v oblasti kryptomien

V poslednych rokoch sadoraz dastejSie objar,ujri podvody zameranl na seniorov, pri ktorych
podvodnici zneuLivajt neznalosf modernych technol6gii a sl'ubujri rychle zisky z investicii do
kryptomien. Tieto podvody majri rdzne formy, no cief je vLdy rovnakjz - vyl6kat' od obete
peniaze.

Ako podvodnici postupuj ri

Podvodnici dasto kontaktujri seniorov telefonicky, cez e-mail, soci6lne siete alebo falo5n6
webov6 str6nky, ktor6 vyzerajri ako ofici5lne investidn6 port6ly. Sl'ubujri:

. zarudenf a vysoky vfnos,

. minimdlne riziko,
o pollloc pri registr6cii a,,nastavenf riitu,,,
. a dasto sa vyd|vajt za ,,finaninych poradcov" alebo ,rzdstupcov znhmych

spoloinostf".

Po presveddeni obeteju navedir, aby:

. nain5talovala programnavzdialeny pristup k poditadu (napr. AnyDesk, TeamViewer),. alebo priamo zaslalapeniaze natzv. investiinf ftet, ktory v5ak kontroluje podvodnik.

V mnohjrch pripadoch obete na zad,iatku vidia falo5n6 zisky na obrazovke, do ich povzbudi k
dal5im vkladom. Ked' chcri peniaze vybrat spdt', komunik6cia sa preru5i - alebo podvodnik
tvrdi, i,e treba zaplatit ,dai'*,,,poplatok zavyber" di ,,overenie identity,,.

Varovn6 signfly

. Niekto v6m neiakane volii alebo pfse a ponirka investiciu do kryptomien.

. Sl'ubuje rychly zisk bez rizika.

. Ziada osobn6 ridaje, pr(stup k poiitaiu alebo bankov6mu riitu.

. Webov6 str6nka mhneznhmu adresu alebo neobsahuie kontaktn6 irdaie.

Ako sa chrfnif

. Nikdy neposkytujte pristup k poiftaiu ani svoje prihlasovacie ridaje c''tdzej osobe.. Overuite si investiin6 spoloinosti - d6veryhodn6 firmy nikdy neoslovujri klientov
nev y Liadanymi te I e fon6tmi.

. Ak si nie ste isti, poradte sa s rodinou alebo bankou.

. Pri podozreni na podvod okamZite kontaktujte polfciu.

Preio sri seniori iastfm ciel'om

Podvodnici cielia na seniorov, pretoL,e ich povaZuju za d6verdivj'ch a menej skrisenych s
modemjrmi technol6giami. Zhroveh vyuLivajri ich tiLbu zlep5it' finandnf situfciu alebo
pomdct'rodine.


