Podvody na senioroch
v oblasti kryptomien

V poslednych rokoch sa goraz Castejsie objavuji podvody zamerané na seniorov, pri ktorych
podvodnici zneuzivaji neznalost’ modernych technolégii a stubuja rychle zisky z investicii do
kryptomien. Ticto podvody maji r6zne formy, no ciel’ je vzdy rovnaky — vylikat’ od obete
peniaze.

Ako podvodnici postupuju

Podvodnici Casto kontaktuju seniorov telefonicky, cez e-mail, socidlne siete alebo falo¥né
webove stranky, kioré vyzeraju ako oficidlne investiéné portaly. SPubuji:

o zaruceny a vysoky vynos,

o minimalne riziko,

e pomoc pri registracii a ,nastaveni Gctu*,

o a Casto sa vyddvaju za ,(finanénych poradcov® alebo wZastupcov znamych
spolo¢nosti“.

Po presvedCeni obete ju navedu, aby:

» mnainStalovala program na vzdialeny pristup k pocitadu (napr. AnyDesk, TeamViewer),
» alebo priamo zaslala peniaze na tzv. investiény ucet, ktory viak kontroluje podvodnik.

V mnohych pripadoch obete na zadiatku vidia falo§né zisky na obrazovke, ¢o ich povzbudi k
d’alSim vkladom. Ked' chcti peniaze vybrat’ spit, komunikacia sa prerusi — alebo podvodnik
tvrdi, Ze treba zaplatit’ ,,dan®, ,,poplatok za vyber* & ,,overenie identity*.

Varovné signaly

 Niekto vam necakane vola alebo piSe a ponika investiciu do kryptomien.
o Slubuje rychly zisk bez rizika.

« Ziada osobné udaje, pristup k pocitac¢u alebo bankovému uétu.

» Webova stranka ma neznamu adresu alebo neobsahuje kontaktné udaje.

Ako sa chranit’

» Nikdy neposkytujte pristup k po¢itatu ani svoje prihlasovacie tidaje cudzej osobe.

» Overujte si investi¢né spolo¢nosti — doveryhodné firmy nikdy neoslovuji klientov
nevyZziadanymi telefondtmi.

» Ak sinie ste isti, porad’te sa s rodinou alebo bankou.

 Pripodozreni na podvod okamZite kontaktujte policiu.

Preco su seniori ¢astym ciel’om
Podvodnici cielia na seniorov, pretoze ich povazuju za doveréivych a menej skisenych s

modernymi technologiami. Zaroveti vyuZivaju ich tizbu zlepsit finandnu situdciu alebo
pomoct’ rodine.



